
The convergence challenge:The convergence challenge:
Integration of governance risk andIntegration of governance risk andIntegration of governance, risk and Integration of governance, risk and 
compliancecompliance
KPMG East Africa 

David Leahy
Partner

David Leahy
Partner

Governance, Risk & Compliance Services 
22 March 2013

Governance, Risk & Compliance Services 
22 March 2013



ContentsContents

IntroductionIntroductionIntroductionIntroduction

Changing LandscapeChanging Landscape

Internal and External InfluencesInternal and External Influences

Costs and BenefitsCosts and BenefitsCosts and BenefitsCosts and Benefits

Long Road to ConvergenceLong Road to Convergence

GRC Holistic ModelGRC Holistic Model

2



Drivers Influencing Corporate Directions in 
Governance, Risk and Control
Drivers Influencing Corporate Directions in 
Governance, Risk and Control,,
Increasing regulatory requirements have resulted in complex business and risk management 

processes
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GRC (Integrated Corporate Governance)GRC (Integrated Corporate Governance)

Corporate Governance is a term which 
defines the management and supervision of adefines the management and supervision of a 
corporation. 

The goal of “good” corporate governance isThe goal of good  corporate governance is 
to run a company in a responsible way that is 
transparent and understandable to its 
stakeholders:

 Shareholders / investors

 Regulators

 Banks

 Customers

 Employees

 the Public

Good corporate governance aims to increase 
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stakeholder confidence in the company.Source: KPMG



GRC Holistic ModelGRC Holistic ModelGRC Holistic ModelGRC Holistic Model

Four key components that must be in balance to enable resilience:
Risk profile — Understanding and quantifying risks that the organization facesRisk profile — Understanding and quantifying risks that the organization faces
Culture and behavior — Embedding risk management within everyday behavior
Governance, organization, and infrastructure — Overseeing business processes and 
decision making
Enterprise assurance — Evaluating, monitoring, and reporting on the effectiveness of controls
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Mapping of 3 Lines of Defense to GRC Holistic Mapping of 3 Lines of Defense to GRC Holistic 
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Risk GovernanceRisk Governanceleading practice model) in protecting 
and enhancing business value. 
Within an organization there are 
typically 3 Lines of Defense:
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IntroductionIntroduction

Current State

The emergence of governance and risk management is a response to the 
increasing complexity of organizations. However, it has failed to deliver the g p y g ,
expected results. 

In the past decade, we saw a number of corporate scandals, including the 
collapse of the banking sectorcollapse of the banking sector. 

Governments and regulators were forced to intervene by enacting new laws to 
improve corporate governance and tighten risk management. 

In order to prevent business failure and non-compliance, companies have 
expanded their governance, risk, and compliance (GRC) departments. 

Thi h lt d i b f ft di t d t t li iThis has resulted in a web of often uncoordinated structures, policies, 
committees, and reports. 

Consequently, GRC no longer serves its core objective of improving business 
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performance and efficiency, and achieving compliance.



Introduction (cont.)Introduction (cont.)

Current State

In order to improve the GRC process and get the most out of their GRC 
investments internal auditors risk officers compliance officers andinvestments, internal auditors, risk officers, compliance officers, and 
information technology chiefs have begun to work closely, looking for 
commonalities among disparate GRC projects. 

Some organizations have formed GRC committees.

An increasing number of software vendors have entered the GRC market to 
ease the burden of administrationease the burden of administration. 

Such efforts have increasingly come under the banner of GRC convergence.

GRC convergence is a way to rationalize risk management and controls, 
providing management the information they need to lift business performance 
and achieve compliance.
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Survey Objectives and MethodologySurvey Objectives and Methodology

Objectives
The Economist Intelligence Unit on behalf of KPMG conducted a global survey 
to assess the convergence of GRC. 

The survey examined the driving forces behind the convergence andThe survey examined the driving forces behind the convergence and 
highlighted costs and potential benefits correlated with it. 

The report looks at the barriers and hurdles to achieving a smooth and p g
successful GRC convergence.

Methodology
32%

6%
4%4%

•The survey polled 542 executives from a 
cross-section of industries and regions. 

%

25%

•The survey results are augmented by 
KPMG comments and a number of case 
studies. 

29%

9

North America Asia-Pacific
Western Europe Middle East and Africa
Eastern Europe Latin AmericaSource: The convergence challenge, Feb. 2010, 
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Internal and External InfluencesChanging Landscapeg g p

Costs and Benefits Long Road to ConvergenceCosts and Benefits Long Road to Convergence
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Changing LandscapeChanging Landscape

Companies are increasingly concerned about the risks they face, and the 
effectiveness and adequacy of the controls they have in place to manage those 
risks. 

Fuelled by a desire for greater certainty along with a fear of non-compliance, 
many companies as well as external regulators are devising tighter rules and 
procedures for running their organizations. 

About 39% of the respondents said their organization creates a new initiative for 
each new regulatory challenge.

IT departments often find themselves swamped with requests for new regulatory 
compliance systems and risk management systems.

There is often an overlap between these systems, and senior managers have 
attempted to rationalize these projects under the banner of GRC.

11



Changing LandscapeChanging Landscape

Organizational attitudes to governance, risk, and compliance (GRC)

27% 39% 22% 8% 5%

32% 46% 14% 7%1%

Regulators are increasingly interested in how we manage

We see compliance as encompassing internal policies, 
not just external rules and legislation

26% 38% 19% 12% 4%

27% 39% 22% 8% 5%

Convergence of governance, risk, and compliance
is a priority in our organization

egu ato s a e c eas g y te ested o e a age
governance, risk, and compliance, not just the outcomes

12% 33% 33% 16% 6%

18% 36% 29% 13% 4%

We find it challenging to build a business case for greater
convergence of governance, risk, and compliance

We are unable to put a total figure
on the cost of GRC to our organization

9% 32% 25% 23% 11%

10% 36% 29% 17% 8%

Convergence of governance, risk, and compliance is seen as a cost
rather than an investment in our organization

Our current approach to GRC means that it is sometimes difficult to
know who has ownership of particular responsibilities

9% 30% 34% 21% 7%

0 20 40 60 80 100

We create a new initiative for each new regulatory challenge
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Neither agree nor disagree Disagree slightly

Disagree strongly
Source: The convergence challenge, Feb. 2010, 
KPMG in cooperation with the EIU



Changing LandscapeChanging Landscape

The Growth of Convergence

More and more companies are looking at reducing risk, cutting costs, and 
improving performance by adopting a more integrated approach to managing p g p y p g g pp g g
their GRC activities — 64% of the respondents considered this as a priority for 
their organization.

When asked what is fuelling this interest in convergence 44% cited overallWhen asked what is fuelling this interest in convergence, 44% cited overall 
business complexity, followed by a desire to reduce organizational risk 
exposure (37%) and improve corporate performance (32%).

Nearly 45% of the larger firms surveyed (firms with annual revenue of more 
than US$10 billion) were particularly concerned about avoiding scandals that 
could damage their reputation — this is the single most important factor 
influencing their interest in GRC convergenceinfluencing their interest in GRC convergence.

Only 14% felt that cost reduction is a driver which is surprising given the 
growing investment in GRC.
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Changing LandscapeChanging Landscape

What is influencing your organization’s interest in GRC convergence?

37%

44%

Desire to reduce exposure of organization to risks

Overall business complexity

21%

32%

32%

Expected regulatory intervention

Concern to avoid ethical and reputational scandals

Desire to improve corporate performance

15%

18%

20%

Greater focus on corporate social responsibility

Increasing focus on governance from
internal and external stakeholders

Concern about greater risk from non-compliance

8%

10%

14%

Increased use of outsourcing and off-shoring

Desire to improve agility in decision-making

Desire to reduce cost base

6%

6%

8%

More stringent requirements from rating agencies

Increasing risk incidents

Increased technological complexity

1%
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None of the above – we are not interested
in convergence between governance, risk, and compliance

Source: The convergence challenge, Feb. 2010, 
KPMG in cooperation with the EIU



Changing LandscapeChanging Landscape

GRC convergence is a way to rationalize risk management and controls, 
providing management the information they need to improve business 
performance and achieve compliance.

Compliance should preferably be a natural consequence of a well-governed 
company that has a common approach to managing risk.

GRC convergence seeks to bring together complex and disparate risk and 
compliance activities and directs these efforts more efficiently, in alignment with 
corporate strategy and supported by organizational culture. 

Such a holistic approach can give leaders the intelligence and insight they need 
to build greater business resilience and to be better prepared for the ongoing 
hchange.
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Internal and External 
Influences
Internal and External 
InfluencesInfluencesInfluences

Recent economic events have rekindled interest in corporate governanceRecent economic events have rekindled interest in corporate governance 
and operational risk management among regulators, ratings agencies, 
politicians, the media, and the public. 

E ti t d l t th i d i i f b hi dExecutive management and regulators are the main driving forces behind 
GRC convergence across publicly listed companies as well as state-owned 
and not-for-profit organizations.

Two-thirds of the respondents agreed that regulators are increasingly 
interested in how companies manage governance, risk, and compliance —
and not just in the outcomes.

Executive management and regulators are among the main influences 
behind GRC convergence. 

“The concept of supervision is changing,” says Mr. Harte of Royal Bank of 
Canada. “There is greater supervision from regulators. It is becoming 
increasingly more outcomes-based supervision rather than tick-the-box 

i i ”
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supervision.”



Costs and BenefitsCosts and Benefits

Governance, risk management, and compliance are proving to be a costly 
matter for many companies. 

Half the respondents said it may be costing them as much as 5% of the annual 
revenue and a fifth estimated it could even stretch to 10%.

When questioned further, however, a sizeable proportion (54%) were unable to 
put a precise figure on this outlay.

Regardless of their inability to pin down a number, a large majority of survey 
participants (77%) expected to see costs mirror recent trends and rise further 
over the next two years. 

This expectation was even more pronounced in heavily regulated industries, 
such as financial services and energy, where about 4 out of 10 think GRC 
investment will grow “significantly” .
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Costs and BenefitsCosts and Benefits

Changes to the Cost of GRC

24% 6% 1 % 4%P 24% 56% 17% 4%Past two years

30% 19% 3%47% 1%Next two years

0 20 40 60 80 100

Significant increase Slight increase No change
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g g g

Slight decrease Significant decrease

Source: The convergence challenge, Feb. 2010, KPMG in cooperation with the EIU



Costs and BenefitsCosts and Benefits

The substantial and growing investment suggests that companies are taking 
GRC very seriously — yet many appear to be uncertain about what they are 
getting in return. 

J t thi d (34%) b li d th t dit GRC tJust one-third (34%) believed that expenditure on GRC represents an 
investment rather than an expense.

Ab t 45% f d it h ll i t b ild b i f tAbout 45% found it challenging to build a business case for greater 
convergence.

When asked to list the benefits of convergence the ability to identify andWhen asked to list the benefits of convergence, the ability to identify and 
manage risks more quickly was singled out by 59% of the respondents. 

However there is less confidence in the wider benefits of integrating GRCHowever, there is less confidence in the wider benefits of integrating GRC —
fewer than 4 in 10 (39%) believed it can improve corporate performance and 
only 26% felt it will help reduce the costs of duplication. 
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Even fewer believe that it will help them support business units more effectively.



Costs and BenefitsCosts and Benefits

Main Benefits of Better GRC Convergence

39%

59%

Improved corporate performance

Ability to identify and manage risks more quickly

24%

26%

39%

Greater confidence among external stakeholders

Cost reduction through reduction
in duplication and identification of synergies

Improved corporate performance

21%

24%

24%

Improved control environment

Greater confidence that key activities are
Ability to identify and respond to opportunities more quickly

not falling through the cracks

13%

21%

21%

Ability to support business units more effectively

Improved financial and non-financial reporting

Improved control environment

10%

1%

1%None of the above – we do not consider

Other, please specify

Improved assurance environment

20
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Source: The convergence challenge, Feb. 2010, KPMG in cooperation with the EIU



Costs and BenefitsCosts and Benefits

Getting the Most from GRC Investment

The large sums spent on GRC should provide a wake-up call to seek greater 
cost efficiency. 

Rationalizing GRC through effective integration could go a long way to reduce 
the GRC cost.

By revisiting the objectives of GRC organizations can clarify what they areBy revisiting the objectives of GRC, organizations can clarify what they are 
trying to achieve and how they can measure success.

Major step toward reducing complexity could be the integration of risk within 
strategic planning, so that any major initiatives take account of the 
accompanying risks.

Companies could also determine how well positioned they are to mitigate key p p y g y
risks, and review the usefulness of any group-level risk policies and controls —
discarding any that are not critical. 

Last but not the least an attempt should be made to simplify the often

21

Last but not the least, an attempt should be made to simplify the often 
unwieldy committees and reporting structures. 



Costs and BenefitsCosts and Benefits

Benefits of Effective GRC 

Effective GRC is 
likely to be seen 

With greater 
visibility and control 

 i k  
likely to be seen 

more and more as 
a pre-requisite for 
business success. 

over risk, 
organizations can 

realize a number of 
benefits.

Competitive Edge Inbuilt Resilience

Informed Decision Making Defined Risk Appetite

An effective, sustainable risk and compliance framework should be 
looked on favorably by rating agencies, as well as speeding up the 

ability to successfully fulfill due diligence criteria.
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Long Road to ConvergenceLong Road to Convergence

While many companies are clearly showing an increased appetite for a 
d GRC h th i l t b f h ticonverged GRC approach, there is a long way to go before such practices are 

fully implemented and operational.

Only 1 out of 10 executives could boast of full integration across oversightOnly 1 out of 10 executives could boast of full integration across oversight 
functions, geographies, business units, or strategies.

Geographical convergence in particular appears to be a challenge — 27% ofGeographical convergence in particular appears to be a challenge 27% of 
the respondents revealed having made little or no headway in this respect. 

The GRC convergence is not an attempt to create a single, monolithic GRC g p g ,
structure with one reporting line leading to the top. Rather, it is a common 
approach to eradicate duplicated effort, complexity, and cost. Integration is 
about communication and cooperation.

“Convergence needs to happen across all areas, and must be by risk, by 
business unit and across geographical boundaries,” says GlaxoSmithKline’s 
Mr. Hirons. “Businesses are becoming more complex, and without this 
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g p ,
multidimensional approach it will be difficult to spot the gaps.”



Long Road to ConvergenceLong Road to Convergence

Degree of GRC Convergence Across Entities

14% 38% 31% 12% 5%Convergence across
oversight functions

14% 35% 35% 12% 4%Convergence across
business units

12% 34% 37% 12% 5%
Convergence between
governance, risk, and 12% 34% 37% 12% 5%g , ,

compliance, and business
strategy

11% 29% 34% 17% 10%

0 20 40 60 80 100

Convergence across
geographies
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Long Road to ConvergenceLong Road to Convergence

Any major transformation program encounters opposition, and GRC 
convergence is no exception.

About 44% of the respondents acknowledged “resistance to change” as 
the main barrierthe main barrier.

Many organizations (39%) considered complexity to be the number one 
barrierbarrier.

Convergence is more difficult in organizations with poor communication
between functions and the business.

Only 9% of the respondents said that inadequate technology was a barrier 
to successful convergence. 

Any move toward GRC convergence is likely to be a lengthy process that 
requires an accompanying shift in corporate culture. 

25



Long Road to ConvergenceLong Road to Convergence

Significant Barriers to Greater GRC Convergence

39%

44%

Complexity of convergence process

Resistance to change

%

34%

36%

L k f t bilit

Too many other priorities

Lack of human resources/expertise

14%

23%

23%

Lack of financial resources

Lack of clarity around potential benefits

Lack of accountability

13%

13%

Geographic dispersion of our organization

Lack of support from leadership

9%

6%

1%Other please specify

Concern about potential drawbacks

Inadequate technology
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Long Road to ConvergenceLong Road to Convergence

Back to Basics

Cut through the complexity of the existing structures

S l i i d l i d d d dSet a clear vision and a common culture oriented toward good governance and 
risk management

Identify your company’s unique risk appetitey y p y q pp

Create universal standards of behavior that reflect your fundamental brand 
values and turn every employee into a brand ambassador

Make risk management the responsibility of everyone

Align strategic planning, budgeting, and compensation

Uncover and understand the main risks that your organization is facing and 
ensure that these are understood by everyone

Quantify and measure these risks in a consistent fashion
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Quantify and measure these risks in a consistent fashion



Long Road to ConvergenceLong Road to Convergence

Back to Basics

Create clear controls that provide limits to individuals’ decision making

Create accountability and awareness of the consequences of one’s actionsCreate accountability and awareness of the consequences of one s actions

Work to ensure that controls are consistent across the organization

Work to ensure the effectiveness of the controls by their evaluationWork to ensure the effectiveness of the controls by their evaluation, 
monitoring, and reporting and keep them aligned with the broader strategy

Concentrate only on important risks to cut out unnecessary controls and avoid 
d plicationduplication

Create a governance structure across all these activities by clarifying roles, 
responsibilities, and resource capabilities

Create escalation procedures, as well as information and reporting systems 
that govern business processes

28

Use tools and systems to enable analysis, efficient monitoring, and reporting



KPMG’s GRC Holistic ModelKPMG’s GRC Holistic ModelKPMG’s GRC Holistic ModelKPMG’s GRC Holistic Model

KPMG’s GRC Holistic Model is designed to provide a clear structure for aligning 
risk management and compliance activities with governance efforts, 
organizational culture, and assurance and reporting.

The first step is to link GRC with the mission of the organization which is in turnThe first step is to link GRC with the mission of the organization, which is in turn 
translated into strategic objectives, including the following:

Strategy: What do we want to achieve?

Values: What do we stand for?

Business model: How do we organize?

Value drivers: What factors are influencing our organizational success?Value drivers: What factors are influencing our organizational success?

The business processes are at the core of the organization and the holistic model. 
These processes should have strong controls and reporting capabilities. 

Surrounding the business processes is the GRC operational model, the layer at 
which the governance, risk management, and compliance management is put into 
practice to drive enterprise assurance. 
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KPMG’s GRC Holistic ModelKPMG’s GRC Holistic ModelKPMG’s GRC Holistic ModelKPMG’s GRC Holistic Model

Four key components that must be in balance to enable resilience:
Risk profile — Understanding and quantifying risks that the organization facesRisk profile — Understanding and quantifying risks that the organization faces
Culture and behavior — Embedding risk management within everyday behavior
Governance, organization, and infrastructure — Overseeing business processes and 
decision making
Enterprise assurance — Evaluating, monitoring, and reporting on the effectiveness of controls
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DiscussionDiscussionDiscussionDiscussion
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