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GOPHER
Doesn't know what's out
there & doesn't care
Stays underground where
its safe

PIONEER
Understands the Risks
Takes chances but stays
in control

COWBOQY
Does what he feels like
Doesn't think (or care)
about the risk
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What is Risk Management?
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Design of
framework for
managing risk

Continual
improvement of the
framework

Implementing
Risk
Management

Monitoring and
review of the
framework
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Establish the context
The strategic context
The organisational
context
The RM context
Develop criteria

Identify risks
What can happen?
How can it happen?

Analyse Risk
Determine existing controls

Determine Determine
likelihood consequence

v

Estimate level of risk

Evaluate risks
Compare against criteria
Set risk priorities

Treat Risks
Identify treatment options
Evaluate treatment options
Select treatment options
Prepare treatment plans
Implement plans

Monitor and review













0-5% (extremely unlikely, or virtually impossible)

6-20% (low but not impossible)
21-50% (Fairly likely to occur)
51-80%(more likely to occur than not)

>80%(almost certain to occur)




Cost Impact

Very low SO to $100,000
>5100,000 to <$500,000
>5500,000 to <$1,000,000

>5$1,000,000 to < $5,000,000
>5$5,000,000




Very low
Low
Medium
High
Very high

etary Impac

0 to 3%: Negligible effect on projected cost

3 to 10%: Small increase
10 to 30%: Significant increase
30 to 75%: Large increase

>75% Major increase



Processes;
Dependencies and

|dentify key Threats

dentify likelihood and
Severity/impact of
Occurrence of Threat

Assess
Countermeasures

(5)

Develop Action Plan

(6)







Risk Ranking Table
The following is used to assign impact, probability and urgency
weights to identified risks / issues.

What will be the IMPACT on the ability to achieve the object?

1 5 15 30 50
Negligible Small Noticeable Significant Major
LIKELIHOOD (A): - If it is not occurring, how likely is it to occur?
1 2 4 6 10
Unlikely to Occur Likely to occur Likely to occur Highly likely to Certain to occur
rarely occur

LIKELIHOOD (B): - If event is already occurring, how often does it occur?

1 2 4 6 10
Rarely Occasionally Frequently Daily Continuously
URGENCY (A): - How soon is action required to prevent impact?
1 2 4 6 10
1 year 6 months 1 quarter 1 month 1 week

URGENCY (B): - How soon is action required to mitigate impact?

1 2 4 6 10

Year 6 months 1 quarter 1 month Immediately




Countermeasure Is threat | Probability & frequency Recommended
Enablers Threats In Place occurring | rating Countermeasure

Yes
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