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INTRODUCTION

• In conducting the audit, the risk that the auditor 
might not end up with the appropriate conclusion 
and therefore will report a wrong opinion due to 
a material misstatement is a reality.

• The auditor must identify and assess the risk 
exposure in every assignment in order to develop 
an audit strategy that would reduce the risk of 
material misstatement in the financial statements 
to a low level.



INTRODUCTION

• As the basis for the opinion, the auditor is 
required to obtain reasonable assurance about 
whether the financial statements as a whole are 
free from material misstatement, whether due to 
fraud or error.

• auditor has to obtain sufficient appropriate audit 
evidence to reduce audit risk (that is, the risk that 
the auditor expresses an inappropriate opinion 
when the financial statements are materially 
misstated) to an acceptably low level.



Risks of material misstatement

The auditor is required throughout the planning and 
performance of the audit to, among other things:

• Identify and assess risks of material misstatement, whether 
due to fraud or error, based on an understanding of the 
entity and its environment, including the entity’s internal 
control.

• Obtain sufficient appropriate audit evidence about whether 
material misstatements exist, through designing and 
implementing appropriate responses to the assessed risks.

• Form an opinion on the financial statements based on 
conclusions drawn from the audit evidence obtained.



Cause of misstatements

• Misstatements in the financial statements can 
arise from either fraud or error.

• The distinguishing factor between fraud and 
error is whether the underlying action that 
results in the misstatement of the financial 
statements is intentional or unintentional.



Prevention &
detection of fraud

• The primary responsibility for the prevention and 
detection of fraud rests with both those charged 
with governance of the entity and management.

• An auditor  is responsible for obtaining 
reasonable assurance that the financial 
statements taken as a whole are free from 
material misstatement, whether caused by fraud 
or error.



Inherent risk
• Owing to the inherent limitations of an audit, there is 

an unavoidable risk that some material 
misstatements of the financial statements may not be 
detected, even though the audit is properly planned 
and performed.

• The potential effects of inherent limitations are more 
significant in the case of misstatement resulting from 
fraud. The risk of not detecting a material 
misstatement resulting from fraud is higher than the 
risk of not detecting one resulting from error. This is 
because fraud may involve sophisticated and carefully 
organized schemes designed to conceal it,



Internal controls

• The auditor is required to obtain an 
understanding of internal control relevant to the 
audit when identifying and assessing the risks of 
material misstatement.

• In making those risk assessments, the auditor 
considers internal control in order to design audit 
procedures that are appropriate in the 
circumstances, but not for the purpose of 
expressing an opinion on the effectiveness of 
internal control.



Control risk

• This exists when:
(i) A control is designed, implemented or operated in 
such a way that it is unable to prevent, or detect and 
correct, misstatements in the financial statements on a 
timely basis; or

(ii) A control necessary to prevent, or detect and 
correct, misstatements in the financial statements on a 
timely basis is missing.

• The auditor shall communicate in writing significant 
deficiencies in internal control identified during the 
audit to those charged with governance on a timely 
basis. (management letter)



Response to assessed risk

• In designing the further audit procedures to be 
performed, the auditor shall:

• (a) Consider the reasons for the assessment given 
to the risk of material misstatement at the 
assertion level for each class of transactions, 
account balance, and disclosure, including:

• (i) The likelihood of material misstatement due to 
the particular characteristics of the relevant class 
of transactions, account balance, or disclosure 
(that is, the inherent risk); and



Response to assessed risk

• (ii) Whether the risk assessment takes account 
of relevant controls (that is, the control risk), 
thereby requiring the auditor to obtain audit 
evidence to determine whether the controls 
are operating effectively*; and 

• (b) Obtain more persuasive audit evidence the 
higher the auditor’s assessment of risk. 



The Entity and Its Environment

(Inherent Risk)
• The auditor shall obtain an understanding of the following:

(a) Relevant industry, regulatory, and other external factors 
including the applicable financial reporting framework. 

(b) The nature of the entity, including:
(i) its operations;
(ii) its ownership and governance structures;
(iii) the types of investments that the entity is making and 

plans to make, including investments in special-purpose 
entities*; and
(iv) the way that the entity is structured and how it is 
financed, to enable the auditor to understand the classes of 
transactions, account balances, and disclosures to be 
expected in the financial statements. 



The Entity and Its Environment
(Inherent Risk)
• (c) The entity’s selection and application of accounting 

policies, including the reasons for changes thereto. The 
auditor shall evaluate whether the entity’s accounting 
policies are appropriate for its business and consistent 
with the applicable financial reporting framework and 
accounting policies used in the relevant industry.

• (d) The entity’s objectives and strategies, and those 
related business risks that may result in risks of 
material misstatement. 

• (e) The measurement and review of the entity’s 
financial performance



Control environment
(Control Risk)

• The auditor shall obtain an understanding of the 
control environment. As

(a) Management, with the oversight of those charged 
with governance, has created and maintained a culture 
of honesty and ethical behavior; and

(b) The strengths in the control environment elements 
collectively provide an appropriate foundation for the 
other components of internal control, and whether 
those other components are not undermined by 
deficiencies in the control environment. 



The entity’s risk
assessment process

• The auditor shall obtain an understanding of 
whether the entity has a process

for:

• (a) Identifying business risks relevant to financial 
reporting objectives;

• (b) Estimating the significance of the risks;

• (c) Assessing the likelihood of their occurrence; 
and

• (d) Deciding about actions to address those risks. 



The entity’s risk 
assessment process

• If the auditor identifies risks of material 
misstatement that management failed to identify, 
the auditor shall evaluate

• whether there was an underlying risk of a kind 
that the auditor expects would have been 
identified by the entity’s risk assessment process.

• evaluate whether the process is appropriate to 
its circumstances or determine if there is a 
significant deficiency in internal control with 
regard to the entity’s risk assessment process.



The information system

• The auditor shall obtain an understanding of the 
information system, including the related business 
processes, relevant to financial reporting, including 
the following areas:  (a) The classes of transactions in 
the entity’s operations that are significant to the 
financial statements;

• (b) The procedures, within both information 
technology (IT) and manual systems, by which those 
transactions are initiated, recorded, processed, 
corrected as necessary, transferred to the general 
ledger and reported in the financial statements;



Information system

• (c) The related accounting records, supporting 
information and specific accounts in the financial 
statements that are used to initiate, record, 
process and report transactions; this includes the 
correction of incorrect information and how 
information is transferred to the general ledger. 
The records may be in either manual or electronic 
form;

• (d) How the information system captures events 
and conditions, other than transactions, that are 
significant to the financial statements;



Information system

• (e) The financial reporting process used to 
prepare the entity’s financial statements, 
including significant accounting estimates and 
disclosures; and

• (f) Controls surrounding journal entries, 
including non-standard journal entries used to 
record non-recurring, unusual transactions or 
adjustments. 



Significant risk

• In exercising judgment as to which risks are 
significant risks, the auditor shall consider at least 
the following:

• (a) Whether the risk is a risk of fraud;
• (b) Whether the risk is related to recent 

significant economic, accounting or other 
developments and, therefore, requires specific 
attention;

• (c) The complexity of transactions;
• (d) Whether the risk involves significant 

transactions with related parties



Significant risk

• (e) The degree of subjectivity in the measurement of 
financial information related to the risk, especially 
those measurements involving a wide range of 
measurement uncertainty; and

• (f) Whether the risk involves significant transactions 
that are outside the normal course of business for the 
entity, or that otherwise appear to be unusual. 

If the auditor has determined that a significant risk exists, 
the auditor shall obtain an understanding of the 
entity’s controls, including control activities, relevant to 
that risk. 



OTHER PROCEDURES

• Other procedures may be performed where the 
information to be obtained there-from may be helpful 
in identifying risks of material misstatement.

• Examples of such procedures include:

• Reviewing information obtained from external sources 
such as trade and economic journals; reports by 
analysts, banks, or rating agencies; or regulatory or 
financial publications.

• Making inquiries of the entity’s external legal counsel or 
of valuation experts that the entity has used.



OTHER PROCEDURES

• The auditor may also obtain information, or a different perspective 
in identifying risks of material misstatement, through inquiries of 
others within the entity and other employees with different levels 
of authority. For example:

• Inquiries directed towards those charged with governance may help 
the auditor understand the environment in which the financial 
statements are prepared. 

• Inquiries of employees involved in initiating, processing or recording 
complex or unusual transactions may help the auditor to evaluate 
the appropriateness of the selection and application of certain 
accounting policies.

• Inquiries directed toward in-house legal counsel may provide 
information about such matters as litigation, compliance with laws 
and regulations, knowledge of fraud or suspected fraud affecting 
the entity, warranties, post-sales obligations, arrangements (such as 
joint ventures) with business partners and the meaning of contract 
terms. 



OTHER PROCEDURES
• Inquiries directed towards marketing or sales personnel 

may provide information about changes in the entity’s 
marketing strategies, sales trends, or contractual 
arrangements with its customers.

• Inquiries directed to the risk management function (or 
those performing such roles) may provide information 
about operational and regulatory risks that may affect 
financial reporting.

• Inquiries directed to information systems personnel 
may provide information about system changes, 
system or control failures, or other information system-
related risks.



internal audit function
• In performing its work, the internal audit function is likely to have 

obtained insight into the entity’s operations and business risks, and 
may have findings based on its work, such as identified control 
deficiencies or risks, that may provide valuable input into the 
auditor’s understanding of the entity, the auditor’s risk assessments 
or other aspects of the audit. The auditor’s inquiries are therefore 
made whether or not the auditor expects to use the work of the 
internal audit function to modify the nature or timing, or reduce the 
extent, of audit procedures to be performed.

• The auditor may consider it appropriate to read related reports of 
the internal audit function.

• if the internal audit function provides information to the auditor 
regarding any actual, suspected or alleged fraud, the auditor takes 
this into account in the auditor’s identification of risk of material 
misstatement due to fraud.



Analytical Procedures

• Analytical procedures performed as risk assessment 
procedures may include both financial and non-
financial information, for example, the relationship 
between sales and square footage of selling space or 
volume of goods sold.

• Analytical procedures may help identify the existence 
of unusual transactions or events, and amounts, ratios, 
and trends that might indicate matters that have audit 
implications. Unusual or unexpected relationships that 
are identified may assist the auditor in identifying risks 
of material misstatement, especially risks of material 
misstatement due to fraud.



Observation and Inspection

• . Observation and inspection may support inquiries of 
management and others, and may also provide information 
about the entity and its environment. Examples of such 
audit procedures include observation or inspection of the 
following:

• The entity’s operations.
• Documents (such as business plans and strategies), records, 

and internal control manuals.
• Reports prepared by management (such as quarterly 

management reports and interim financial statements) and 
those charged with governance (such as minutes of board 
of directors’ meetings).

• The entity’s premises and plant facilities



Discussion among
the Engagement Team 

The discussion among the engagement team about the susceptibility of the 
entity’s financial statements to material misstatement:

• Provides an opportunity for more experienced engagement team 
members, including the engagement partner, to share their insights 
based on their knowledge of the entity.

• Allows the engagement team members to exchange information about the 
business risks to which the entity is subject and about how and where the 
financial statements might be susceptible to material misstatement due 
to fraud or error.

• Assists the engagement team members to gain a better understanding of 
the potential for material misstatement of the financial statements in the 
specific areas assigned to them, and to understand how the results of the 
audit procedures that they perform may affect other aspects of the audit 
including the decisions about the nature, timing and extent of further 
audit procedures.

• Provides a basis upon which engagement team members communicate 
and share new information obtained throughout the audit that may affect 
the assessment of risks of material misstatement or the audit procedures 
performed to address these risks.



Industry, Regulatory and Other
External Factors

Industry Factors
• Relevant industry factors include industry conditions 

such as the competitive environment, supplier and 
customer relationships, and technological 
developments. Examples of matters the auditor may 
consider include:

• The market and competition, including demand, 
capacity, and price competition.

• Cyclical or seasonal activity.
• Product technology relating to the entity’s products.
• Energy supply and cost.



Industry, Regulatory and Other 
External Factors
Regulatory Factors
• Relevant regulatory factors include the regulatory environment. The 

regulatory environment encompasses, among other matters, the 
applicable financial reporting framework and the legal and political 
environment. Examples of matters the auditor may consider include:

• Accounting principles and industry-specific practices.
• Regulatory framework for a regulated industry.
• Legislation and regulation that significantly affect the entity’s operations, 

including direct supervisory activities.
• Taxation (corporate and other).
• Government policies currently affecting the conduct of the entity’s 

business, such as monetary, including foreign exchange controls, fiscal, 
financial incentives (for example, government aid programs), and tariffs or 
trade restrictions policies. 

• Environmental requirements affecting the industry and the entity’s 
business.



Potentially risky situations

• Risks can arise or change due to circumstances such as the 
following:
• Changes in operating environment. can result in changes in 
competitive pressures and significantly different risks.
• New personnel.  may have a different focus on or understanding 
of internal control.
• New or revamped information systems. can change the risk 
relating to internal control.
• Rapid growth. Significant and rapid expansion of operations can 
strain controls and increase the risk of a breakdown in controls.

• • New technology. Incorporating new technologies into production 
processes or information systems may change the risk associated 
with internal control.



Potentially risky situations

• New business models, products, or activities. Entering into business 
areas or transactions with which an entity has little experience may 
introduce new risks associated with internal control.

• Corporate restructurings. may be accompanied by staff reductions 
and changes in supervision and segregation of duties that may 
change the risk associated with internal control.

• Expanded foreign operations. The expansion or acquisition of foreign 
operations carries new and often unique risks that may affect 
internal control, for example, additional or changed risks from 
foreign currency transactions.

• New accounting pronouncements. Adoption of new accounting 
principles or changing accounting principles may affect risks in 
preparing financial statements.



Potentially risky situations

The following are examples of conditions and events that may indicate the 
existence of risks of material misstatement.

• Operations in regions that are economically unstable, for example, 
countries with significant currency devaluation or highly inflationary 
economies.

• Operations exposed to volatile markets, for example, futures trading.
• Operations that are subject to a high degree of complex regulation.
• Going concern and liquidity issues including loss of significant customers.
• Constraints on the availability of capital and credit.
• Changes in the industry in which the entity operates.
• Changes in the supply chain.
• Developing or offering new products or services, or moving into new lines 

of business.



Potentially risky situations

• Expanding into new locations.
• Changes in the entity such as large acquisitions or reorganizations or 

other unusual events.
• Entities or business segments likely to be sold.
• The existence of complex alliances and joint ventures.
• Use of off balance sheet finance, special-purpose entities, and other 

complex financing arrangements.
• Significant transactions with related parties.
• Lack of personnel with appropriate accounting and financial 

reporting skills.
• Changes in key personnel including departure of key executives.
• Deficiencies in internal control, especially those not addressed by 

management.



Potentially risky situations

• Inconsistencies between the entity’s IT strategy and its business 
strategies.

• Changes in the IT environment.
• Installation of significant new IT systems related to financial 

reporting.
• Inquiries into the entity’s operations or financial results by 

regulatory or government bodies.
• Past misstatements, history of errors or a significant amount of 

adjustments at period end.
• Significant amount of non-routine or non-systematic transactions 

including intercompany transactions and large revenue transactions 
at period end.

• Transactions that are recorded based on management’s intent, for 
example, debt refinancing, assets to be sold and classification of 
marketable securities.



Potentially risky situations

• Application of new accounting pronouncements.

• Accounting measurements that involve complex 
processes.

• Events or transactions that involve significant 
measurement uncertainty, including accounting 
estimates.

• Pending litigation and contingent liabilities, for 
example, sales warranties, financial guarantees 
and environmental remediation



Recommended further reading

• ISA 240

• ISA 315 (Revised)

• ISA 330

• ISA 265
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